**Modulo di richiesta di connessione SERVER**

Mod. F1/2023

# alla Rete di Ateneo ed assunzione di responsabilità

☼ Nuova Richiesta

☼ Rinnovo

COGNOME: NOME:

STRUTTURA DI AFFERENZA (Dip.to, Centro, Unità):

VIA: TEL: (sede di lavoro)

QUALIFICA:   Personale Docente   Pers. Tecnico   Pers. Amministrativo

MATRICOLA: RUOLO GIURIDICO:

SISTEMA OPERATIVO UTILIZZATO:

Indirizzo e-mail @unime.it del richiedente (docente o personale TA):

Data scadenza servizio (obbligatorio, max 3 anni, rinnovabile su richiesta):

Il **responsabile tecnico** designato è: email @unime.it:

*Il richiedente si impegna a comunicare tempestivamente eventuali variazioni nella designazione del suddetto responsabile.*

**MAC-ADDRESS DELLA SCHEDA DI RETE:** – – – – –

**NOME HOST RICHIESTO** *(se disponibile)***:** .unime.it

Ai fini dell’abilitazione degli accessi dall’esterno della Rete di Ateneo, si dichiara che sul server verranno implementati i seguenti servizi *(barrare la tabella se non necessario o indicare le giuste opzioni).*

Si fa presente che **i servizi di posta elettronica e VPN sono erogati esclusivamente dai server centrali di Ateneo e non saranno pertanto abilitati; non è altresì consentito collegare alla Rete di Ateneo dispositivi di rete quali router, switch, access point WiFi, proxy server**.

|  |  |  |  |
| --- | --- | --- | --- |
| Porta n. | Protocollo (1) | IP client / sottorete (2) | Descrizione del servizio |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

Il sottoscritto:

* Si impegna, in caso di attivazione di Servizio Web, ad indicare in Home Page il nome e l’indirizzo email del responsabile dei contenuti (Webmaster).
* Assume d’ora innanzi ogni responsabilità civile e penale riguardo i contenuti dei dati situati sul server in oggetto, in conformità alle Acceptable Use Policy reperibili sul sito del Consortium GARR.
* Assume d’ora innanzi ogni responsabilità civile e penale riguardante la sicurezza del sistema operante sul suddetto server, impegnandosi a:

1. configurare il server massimizzandone il livello di sicurezza e secondo le specifiche indicate dal CIAM;
2. aggiornare con continuità la configurazione e verificare i contenuti dei servizi ai fini espressi nel punto a);
3. aggiornare con continuità il sistema operativo ed il software installato alle nuove versioni che presentino migliorie in tema di sicurezza;
4. attuare tutte le misure di sicurezza previste dalla normativa vigente, con particolare riferimento al Regolamento Generale sulla protezione dei dati (GDPR) 2016/679;

* Solleva in tal modo da ogni responsabilità il Consortium GARR ed il CIAM “A. Villari”.
* Accetta ed è a conoscenza che saranno effettuate verifiche tecniche sul server atte a verificare eventuali utilizzi anomali o non consentiti e vulnerabilità di sicurezza.
* Accetta ed è a conoscenza che eventuali vulnerabilità o anomalie rilevate dal CIAM o segnalate dagli enti preposti, quali GARR‑CERT o CERT‑Agid, dovranno essere corrette entro 7 giorni solari dalla segnalazione; in mancanza delle opportune azioni correttive il servizio potrà essere sospeso senza ulteriore preavviso.

|  |  |
| --- | --- |
| Data, ........................................... | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  Firma del richiedente |

**Tutte le informazioni richieste nel presente modulo devono essere inserite obbligatoriamente, pena la nullità della domanda**

(1) Specificare se il servizio è di tipo **UDP** o **TCP** (2) Se una sottorete specificarne anche la netmask.

**N.B.** Il presente modulo deve essere compilato in ogni parte, firmato digitalmente dal richiedente ed inviato, tramite protocollo, al CIAM - Segreteria tecnica Sistemi e Servizi Informatici. La richiesta sarà sottoposta al Magnifico Rettore per il suo nulla osta.